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Process 
Use www.haveibeenpwned.com to periodically look at every VMC employee’s work email 

addresses to see if they have been part of any known data breaches. Check back every quarter 

to see if any changes (new data breaches) have been reported on those email addresses. 

For the future, encourage employees to sign up for the site’s data breach reporting feature (for 

both work and personal email accounts) so that they are actively notified of any new breaches in 

real time. 

Executive Summary 
Visit Mendocino County has been minimally impacted by external 3rd party data breaches at 

this point in time. Only one user account (no longer active) had passwords exposed in a data 

breach. This is one of the best situations I have seen personally among non profits in 

Mendocino County. 
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Data Breach Report 

Name Email 
Data 
Breaches Passwords? Databreaches 

Alison de Grassi alison@visitmendocino.com 2 NO 
Apollo, 
Verifications.io 

Emily Saengarun emily@visitmendocino.com 0 NO  

Events VMC events@visitmendocino.com 0 NO  

Jennifer Seward jennifer@visitmendocino.com 1 NO Verifications.io 

Kathy Janes kathy@visitmendocino.com 0 NO  

Katrina Kessen katrina@visitmendocino.com 0 NO  

MCTC Office office@visitmendocino.com 0 NO  

MCTC Info info@visitmendocino.com 0 NO  

Ramon Jimenez Ramon@visitmendocino.com 0 NO  

Richard Strom richard@visitmendocino.com 8 YES 

Apollo, 
Verifications.io, 
Dropbox, Exactis, 
LinkedIn, 
NetProspex, 
ShareThis, 
Ticketfly 

Tom Jacobson tom@visitmendocino.com 0 NO  

Travis Scott travis@visitmendocino.com 0 NO  

VMC Support support@visitmendocino.com 0 NO  

VMC Accounting acct@visitmendocino.com 0 NO  

website vmc website@visitmendocino.com 0 NO  

Xerox Visit 
Mendocino xerox@visitmendocino.com 0 NO  

 

 


